
Bolivar, Claiborne, Copiah, Hinds, Holmes, Humphreys, Issaquena, Jefferson, Kemper, Lauderdale, Leake, Madison, Neshoba, Newton, 

Noxubee, Rankin, Scott, Sharkey, Sunflower, Warren, Washington, Yazoo 

 

NEWS RELEASE 
COMMISS IONER BRENT BAILEY  

MISS ISS IPP I  PUBLIC  SERVICE  COMMISS ION  
CENTRAL DISTRICT  

 

For Immediate Release: Contact: Rachael Ring 
October 1, 2021 Public Affairs Director 

(601) 540-6611 
 rachael.ring@psc.ms.gov 

 

Commissioner Bailey Announces  
Cybersecurity Awareness Month at the PSC 

JACKSON, MS—  October is Cybersecurity Awareness Month and Commissioner Brent Bailey reminds 
businesses and utility operators that cybersecurity protection planning and deployment should be at the 
forefront of any operations review to protect against cyber-based threats. 

Over the last few decades, rapid advancements in technology have transformed the energy sector, 
especially electricity, and the pace of the change is not slowing down.  Cybercriminals don’t just target 
personal data anymore.  They now pursue the ability to shut down critical national infrastructure and 
create physical consequences for utilities and customers as critical infrastructure operations become 
more integrated. 

“Cyberattacks are increasingly advanced and more widespread than they have ever been,” 
Commissioner Bailey said.  “As Commissioners, we all play a key role in keeping critical infrastructure 
cyber secure.  I am proud to have seat on the NARUC Critical Infrastructure Committee.  This 
Committee makes cybersecurity one of its top priorities within the energy and utility sectors, allowing our 
nation to retain a safe, secure and reliable energy network.” 

One of Commissioner Bailey’s weekly newsletters in February 2021— Cybersecurity and State 
Regulatory Commissions — provides an overview on cybersecurity in the utility world and explores how 
state regulatory commissioners can implement cybersecurity in their work programs to complement 
existing regulatory functions.    

“Our outreach focuses on how the advancements in technology and increased access points to 
operating systems requires companies to be proactive in the protection of critical infrastructure,” 
Commissioner Bailey said.  “The key message is that businesses, operators and regulators of all types 
and sizes, must understand cyber-based risks and how to defend against them.” 

Visit https://www.psc.ms.gov/sites/default/files/2021-
02/FromtheDeskOfBB_CybersecurityStateRegulatoryCommissions.pdf to download a copy of the 
cybersecurity newsletter. 
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